# Защита информации. Лабораторная работа №2

RSA относится к асимметричным шифрам. В асимметричных шифрах используются два ключа – открытый и закрытый, которые создаются получателем сообщения. Открытые ключи доступны всем желающим и передаются по незащищённому каналу связи. Отправляемое сообщение шифруется открытым ключом получателя. Дешифрируется сообщение при его получении закрытым ключом получателя. Обратим внимание, что дешифрировать сообщение не может даже отправитель, что и не требуется. Открытый и закрытый ключи математически связаны друг с другом таким образом, что сообщение, зашифрованное одним ключом из пары, можно дешифрировать только вторым ключом из этой же пары ключей.

RSA использует разложение больших чисел (несколько сот разрядов) на простые множители, что требует большого объема вычислений и эта особенность определяет стойкость данного шифра.

Первым этапом асимметричного шифрования является создание получателем шифрограмм пары ключей. Процедура создания ключей RSA заключается в следующем.

1. Выбирается два простых числа ***p*** и ***q***, например ***p = 7*** и ***q = 13***
2. Вычисляется произведение ***n = p\*q***, в нашем примере ***n = 7\*13 = 91***

Вычисляется функция Эйлера ***φ(n)***

***φ(n) = (p-1)\*(q-1)***

В нашем примере ***φ(n) = (7-1)\*(13-1) = 72***. Функция Эйлера определяет количество целых положительных чисел, не превосходящих ***n*** и взаимно простых с ***n***.

**Справка.** Целые числа называются взаимно простыми, если они не имеют никаких общих делителей, кроме 1.

1. Выбирается произвольное целое ***e***: ***0 < e < n*** взаимно простое с значением функции Эйлера ***φ(n)***. В нашем примере возьмём ***e = 5***. Пара чисел ***(e, n)*** объявляется открытым ключом шифра. В нашем примере ***(e, n) = (5, 91)***
2. Вычисляется целое число ***d*** из соотношения

***(d\*e) mod φ(n) = 1***.

**Справка.** Операция ***mod*** вычисляет остаток от целочисленного деления двух чисел

Это соотношение означает, что результатом деления произведения чисел ***e*** и ***d*** на значение функции Эйлера должно быть число 1. Поэтому ***d*** можно рассчитать по формуле

![http://altaev-aa.narod.ru/security/images/im7.png](data:image/png;base64,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),

придавая ***k*** последовательно значения 1, 2, 3,.. до тех пор, пока не будет получено целое число ***d***.

Найдём ***d*** в рассматриваемом примере:
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при ***k = 1***, ***d*** – не целое, при ***k = 2***, ***d = 29***. Пара чисел ***(d, n)*** будет закрытым ключом шифра. В нашем примере ***(d, n) = (29, 91)***.

RSA-шифрование сообщения ***T*** выполняется с помощью открытого ключа получателя ***(e, n)*** по формуле
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где ***Ti*** и ***Ci*** числовые эквиваленты символов исходного и зашифрованного сообщений.

***Числовые эквиваленты русских букв, цифр и символа пробела***

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** | **11** | **12** | **13** | **14** | **15** | **16** | **17** | **18** | **19** | **20** | **21** | **22** | **23** |
| А | Б | В | Г | Д | Е | Ё | Ж | З | И | Й | К | Л | М | Н | О | П | Р | С | Т | У | Ф | Х |

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **24** | **25** | **26** | **27** | **28** | **29** | **30** | **31** | **32** | **33** | **34** | **35** | **36** | **37** | **38** | **39** | **40** | **41** | **42** | **43** | **44** |
| Ц | Ч | Ш | Щ | Ъ | Ы | Ь | Э | Ю | Я | пробел | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 |

Рассмотрим пример шифрования RSA. Зашифруем сообщение «КАФСИ» с помощью открытого ключа (5, 91)

***Вычисление шифрограммы***

|  |  |  |
| --- | --- | --- |
| **Символы исходного сообщения, *Ti*** | **Коды символов *Ti* (табл. 4.1)** | **Зашифрованные коды символов *Ci*** |
| К | 12 | ***125mod 91 = 38*** |
| А | 1 | ***15mod 91 = 1*** |
| Ф | 22 | ***225mod 91 = 29*** |
| С | 19 | ***195mod 91 = 80*** |
| И | 10 | ***105mod 91 = 82*** |

Таким образом, мы исходное сообщение «КАФСИ» представили в виде шифрограммы «38, 1, 29, 80, 82».

### Расшифровывание RSA.

Расшифровка RSA-закодированного сообщения ***T*** выполняется с помощью закрытого ключа получателя ***(d, n)*** по формуле
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Рассмотрим пример восстановления исходного сообщения. В предыдущем примере была получена пара ключей и шифрограмма «38, 1, 29, 80, 82», созданная открытым ключом данной пары. Воссстановим исходное сообщение, применив закрытый ключ ***(d, n) = (29, 91)*** той же пары

***Восстановление сообщения***

|  |  |  |
| --- | --- | --- |
| **Зашифрованные коды символов *Ci*** | **Дешифрованные коды символов *Ti* (табл. 4.1)** | **Символы исходного сообщения, *Ti*** |
| 38 | ***3829mod 91 = 12*** | К |
| 1 | ***129mod 91 = 1*** | А |
| 29 | ***2929mod 91 = 22*** | Ф |
| 80 | ***8029mod 91 = 19*** | С |
| 82 | ***8229mod 91 = 10*** | И |

Таким образом, мы восстановили исходное сообщение «КАФСИ».

## Задание

Написать программу на любом языке программирования, реализующую шифрование и расшифровывание RSA. Выполнить проверку.